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UNIDAD : 1. CIBERSEGURIDAD Y PRIVACIDAD EN INTERNET

CONTENIDO: Privacidad en Redes Sociales y Plataformas Digitales.

Conocer y aplicar configuraciones de privacidad en redes sociales y plataformas digitales para
OBIETIVO: controlar la visibilidad de su informacion personal y protegerse del oversharing, promoviendo un
uso seguro y responsable de estos entornos en linea.

BUEN MAL

SITUACION .

Compartir datos como direccion, escuela, o ubicacién en tiempo real puede permitir

gue personas desconocidas obtengan informacion privada.

Crear contrasefias simples como "123456" o "password" o darselas a amigos.

Descargar aplicaciones o acceder a sitios sin verificar qué permisos solicitan (como

acceso a tus fotos, ubicacion o contactos).

Crear contrasefias seguras con una combinacidn de letras, nimeros y simbolos, y
evitar usar la misma en diferentes sitios. Esto ayuda a proteger tus cuentas y evitar

gue sean hackeadas facilmente.

Pensar bien antes de publicar o compartir informacién personal (como tu ubicacion,
fotos privadas o datos familiares). Esto ayuda a proteger tu privacidad y a evitar que

personas descaonocidas obtengan informacion tuya.

Activar los cédigos de confirmacion , al celular, al correo electronico.

Los correos o0 mensajes de personas gue no conoces pueden contener virus o enlaces

maliciosos que roban informacién. Es mejor evitar hacer clic en ellos y eliminarlos.

Evitar conectarse a redes Wi-Fi publicas para realizar actividades importantes (como
revisar tu correo o redes sociales) ya que estas redes pueden ser inseguras y permitir

que otros vean tus datos.

Hacer clic en links que te llegan por mensajes desconocidos o aceptar solicitudes de

amistad de personas que no conoces.

No actualizar tu sistema operativo o las aplicaciones.

coLIVEWORKSHEETS



