cluwlilwls|le|lalae|alsla|il &l » Proceso de transformar informacion legible en un
codigo secreto para proteger su confidencialidad.
« Accion de revertir la encriptacion para volver a

g | PN e Q|8 | ®M|s |6 | k)8 |5 |F|E obtener la informacion original.

« Técnica utilizada por ciberdelincuentes para
obtener datos personales, haciéndose pasar por
una entidad confiable.

|0 | F w8 | B k|| x| 3 |&| 0] 3 » Principio de proteger la informacion para que solo

las personas autorizadas puedan acceder a ella.

A Q (1] 8] E H E M G 1] R R D S . 5
« Caracteristica de verificar que algo o alguien es
3 M B A G C 1 N G R 1 1 C [s] genuino Y Iegl'tirr“::'r
glalel sl ilTalzslalelals] i i « Aplicacion o programa que permite acceder y
explorar paginas web en Internet.
N X K A H Q 5 R G I T A o E

« Computadora o sistema que almacena y
K| | W DY w5 | m|E| |0 | &|D| & |E proporciona recursos, como archivos y paginas
web, a otros dispositivos en una red.

K v u L Q U 8] N o ] R L [»] I ) g :
» Conjunto de medidas y precauciones tomadas
2 I B ) I I I £ para proteger los datos y sistemas de posibles
N e R e Rl B RGP F] & | & | H| D amenazas y ataques.
« Ataque en el que un tercero intercepta y manipula
Secuencia de caracteres utilizada como medida de la comunicacion entre dos partes, sin que ellas lo
seguridad para autenticarse y acceder a un sistema, sepan, para obtener informacion confidencial.

cuenta o dispositivo protegido. |3 LIVEWO R KS H E ETS



