Soal Pilihan Ganda (Analisis):

1.

Seorang pengguna media sosial membagikan foto kartu identitasnya di akun pribadinya.
Apa risiko yang mungkin terjadi dari tindakan tersebut?

Tidak ada risiko karena akun bersifat pribadi.

Data dapat digunakan oleh orang lain untuk tujuan yang tidak bertanggung jawab.
Data tersebut hanya akan dilihat oleh teman dekat.

Orang lain akan membantu melindungi data tersebut.
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Apa langkah pertama yang harus dilakukan jika akun media sosial diretas?

Membuat akun baru.

Menghapus semua data di akun tersebut.
Mengganti kata sandi dan melaporkan peretasan.
Menceritakan pada teman.
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Membiarkan akun tetap aktif. Dalam kasus penyalahgunaan informasi pribadi, apa
langkah yang dapat dilakukan untuk meminimalkan dampak buruknya?

Membagikan informasi lebih banyak agar tidak dicurigai.

Melaporkan ke pihak berwenang dan memperbarui pengaturan privasi.
Menghapus akun media sosial sepenuhnya.

Membiarkan masalah tersebut berlalu begitu saja.
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Mengapa penting untuk memverifikasi sumber informasi sebelum membagikannya?

a. Untuk memastikan informasi tersebut menarik perhatian.

b. Agar orang lain mengetahui sumber informasi yang sama.

¢. Untuk menghindari penyebaran informasi palsu atau berbahaya.
d. Agar terlihat aktif di media sosial.

Apa dampak dari terlalu sering membagikan lokasi terkini di media sosial?

Membantu teman mengetahui keberadaan kita.
Membuat akun lebih populer. d.

Tidak ada dampak yang berarti.

Mempermudah pelaku kejahatan mengetahui lokasi kita.
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Soal Isian Singkat:

1. Sebutkan tiga jenis informasi pribadi yang tidak boleh dibagikan di media sosial!
Jawaban:

2. Jelaskan apa yang dimaksud dengan informasi yang bertanggung jawab!
Jawaban:

3. Berikan dua contoh strategi untuk melindungi informasi pribadi secara online!
Jawaban:

4. Apa yang harus dilakukan jika menerima pesan mencurigakan yang meminta data
pribadi?
Jawaban:

5. Mengapa kita perlu memahami pengaturan privasi di media sosial?
Jawaban:
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