CENTRO ESCOLAR URBANIZACION LOS ANGELES
MATERIA: INFORMATICA
GRADO: NOVENO

UNIDAD : 1. CIBERSEGURIDAD Y PRIVACIDAD EN INTERNET

CONTENIDO: Conceptos Basicos de Ciberseguridad.

Comprender los conceptos basicos de ciberseguridad, incluyendo los términos clave y la
OBIJETIVO: importancia de proteger la informacion en entornos digitales, para reconocer los riesgos en lineay
tomen conciencia de la necesidad de adoptar practicas seguras al navegar por internet.

1. Unir las palabras con sus definiciones correctas

C|BERACOSO Es cuando alguien accede a una computadora,

cuenta o red de otra persona sin permiso.

HACKEO Es cuando una persona usa internet, redes
sociales, mensajes o videojuegos para
molestar, burlarse, insultar o hacer sentir
mal a otra persona de forma repetida.

NOTICIAS FALSA (FAKE NEW) es la persecucion constante que ocurre en

internet y puede incluir mensajes amenazantes,
insultos, rumores o compartir informacion
privada de otra persona para dafiarla. Puede
suceder en redes sociales, en juegos en linea o
por mensajes directos.

CIBERBULLYING Es cuando alguien usa informacién personal de

otra persona (como su nombre, fotos o datos
bancarios) sin permiso, haciéndose pasar por esa
persona para obtener beneficios, engafiar o
causar problemas. Esto puede ocurrir en redes
sociales o al compartir informacién en internet.

ROBO DE IDENTI DAD Informacion falsa que se comparte en internet y

redes sociales como si fueran reales. Estas
noticias estan hechas para confundir, engafiar o
manipular a la gente, y muchas veces se vuelven
virales rapidamente.
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