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1. Sebutkan tiga jenis alat komunikasi berbasis TIK!

a) Televisi b) Radio

c) Email, Aplikasi pesan instan, Video d) Surat pos
conference

2. Apa yang dimaksud dengan komunikasi berbasis TIK?

a) Komunikasi berbasis TIK adalah komunikasi b) Komunikasi berbasis TIK adalah komunikasi
yang hanya menggunakan surat. yang menggunakan teknologi informasi dan
komunikasi.

c) Komunikasi berbasis TIK adalah komunikasi d) Komunikasi berbasis TIK adalah komunikasi
yang tidak melibatkan teknologi. yang dilakukan secara langsung tanpa alat
bantu.

3. Sebutkan dua contoh aplikasi pesan instan!

a) WhatsApp, Telegram b) WeChat

¢) Signal d) Facebook Messenger

4. Mengapa penting untuk berkomunikasi dengan aman di internet?

a) Untuk meningkatkan kecepatan internet. b) Untuk mengurangi biaya langganan internet.

c) Agar dapat mengakses situs yang diblokir. d) Untuk melindungi data pribadi dan mencegah
pencurian identitas.

5. Apa yang harus dilakukan jika menerima pesan dari orang yang tidak dikenal?

a) Kirimkan pesan tersebut ke teman untuk b) Balas pesan dengan sopan.
ditanggapi.
c¢) Jangan membalas dan blokir pengirim. d) Abaikan pesan dan jangan blokir.
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6. Sebutkan satu contoh media sosial yang populer!

a) Facebook b) Linkedin

c) Instagram d) Twitter

7. Apa dampak positif dari penggunaan media sosial?

a) Mengurangi interaksi sosial secara langsung b) Meningkatkan penyebaran informasi palsu

c) Membuat orang lebih terisolasi d) Meningkatkan komunikasi, akses informasi,
dan membangun komunitas.
8. Sebutkan satu dampak negatif dari media sosial!

a) Mendorong kreativitas dan inovasi di b) Menyediakan platform untuk berbagi

kalangan pengguna. informasi positif.

c) Penyebaran informasi yang salah atau hoaks. d) Meningkatkan interaksi sosial antar

pengguna.

9. Apa yang dimaksud dengan data pribadi?

a) Data pribadi adalah data yang tidak dapat b) Data pribadi adalah informasi yang dapat

diakses oleh siapapun. mengidentifikasi seseorang.
c) Data pribadi adalah informasi yang hanya d) Data pribadi adalah informasi yang bersifat
digunakan untuk keperluan bisnis. umum.

10. Mengapa kita perlu melindungi data pribadi kita?

a) Kita perlu melindungi data pribadi untuk b) Agar data pribadi dapat diakses oleh semua
mencegah penyalahgunaan dan menjaga orang.
privasi.

c) Untuk membagikan informasi kepada orang d) Untuk meningkatkan risiko pencurian
lain. identitas.

11. Sebutkan dua cara untuk menjaga keamanan akun media sosial!

a) Gunakan nama pengguna yang mudah b) Hapus akun media sosial secara permanen.
diingat.

¢) 1. Gunakan kata sandi yang kuat dan unik. 2. d) Bagikan kata sandi dengan teman dekat.
Aktifkan autentikasi dua faktor.
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12.  Apa yang harus dilakukan jika akun media sosial kita diretas?

a) Hapus semua informasi pribadi dari akun. b} Buat akun baru dan abaikan akun yang
diretas.

c) Segera ubah kata sandi dan laporkan akun  d) Biarkan akun tetap diretas dan tunggu
yang diretas. hingga ada perubahan.

13. Sebutkan satu contoh informasi yang tidak boleh dibagikan secara online!

a) Tanggal lahir b) Nomor telepon

¢) Alamat rumah d) Nomor KTP

14.  Apa itu privasi online?

a) Privasi online tidak penting dalam b) Privasi online adalah cara untuk berbagi
penggunaan internet. informasi secara terbuka.

c) Privasi online adalah tentang menghindari d) Privasi online adalah perlindungan data
semua bentuk komunikasi. pribadi dan informasi pengguna di internet.

15. Mengapa penting untuk menggunakan kata sandi yang kuat?
a) Kata sandi yang kuat tidak diperlukan jika b) Kata sandi yang kuat membuat akun lebih
menggunakan antivirus. lambat diakses.

c) Kata sandi yang kuat hanya penting untuk d) Kata sandi yang kuat melindungi akun dari
akun media sosial. akses tidak sah dan mengurangi risiko

peretasan.

16. Sebutkan satu cara untuk melaporkan konten yang tidak pantas di internet!

a) Mengabaikan konten tersebut. b} Gunakan fitur 'laporkan’ di platform yang
bersangkutan.
c) Menyebarkan konten yang sama. d) Menghubungi teman untuk membahasnya.
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17. tuliskan nama anggota kelompok kalian
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