Test
Internet. Bezpecne.

H:] Pri kaZzdej otazke oznacte spravnu odpoved. Spravna odpoved je vidy len jedna!

1) Co je dvojfaktorova autentifikacia?

2) Aké su spoloéné charakteristiky phishingovych utokov?

3) Aky je ucel antivirusového programu?

4) Co je firewall?

5) Preco je ddleZité aktualizovat operaény systém?

6) Ako sa nazyva pojem nadmerného zdielania osobnych udajov na socidlnych sietach?

7) €o je dblezitym aspektom bezpeéného zdielania na socidlnych sietach?

8) Co je doleiité zvazit pred zdielanim fotografie na socialnej sieti?

9) O éom by sme mali premyslat pri zdielani na internete?

10) €o mébie byt nasledkom otvorenia faloénej webovej stranky?

11) Ako mdZieme minimalizovat riziko kybersikanovania na socidlnych sietach?
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L Doplnte do viet chybajice slova. Odpoved je vidy 1 alebo 2 slova.

1) je bezpecfnostny systém, ktory Uzko sutvisi s heslami a
zvysuje bezpeénost pri prihldseni sa do pouzivatelského uctu.

2) Ochranné systémy pocitaca, ako a , sluzia
na ochranu pocitaca pred Skodlivymi programami a neopravnenym pristupom.

3) Priznaky phishingovych e-mailov €asto zahffiaju naliehavé Ziadosti o alebo
nespravnu gramatiku, o moéze byt signalom, Ze ide o podvod.

4) Zdielanie osobnych Udajov na socidlnych sietach by malo byt obmedzené, aby sme
minimalizovali riziko alebo kradeie identity.

5) Pred kyberzlo¢incami sa mdZeme chranit aj tym, Ze sme ostraZity pri kliknuti na neznamych
zinternetu.

ﬁ V dlohe vidite 5 hesiel. Presuiite hesla tahanim do prislusnej kategorie podla toho, ¢i
su silné alebo slabé.

Slabé
hesld

B0 Najdite a spojte dvojice giarou.
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