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5. Comprobar los enlaces (phishing y smishing): si el mensaje incluye un
debemos comprobar si es o no pasando el
por encima o manteniendo el sobre el mismo y comprobar cual es
\Ia ____ real
4
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6. Analizar el adjunto (phishing y smishing): antes de ningun adjunto,
deberemos CcoONn nuestro para asegurarnos de que no se trata de un

Finalmente, debemos recordar que si sospechamos de un , nunca debemos seguir sus

<

ni facilitar ningun tipo de personal.
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