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VISHING ATAQUE BASADO EN INGENIERIA SOCIAL, DONDE LOS ATACANTED
SE HACEN PASAR POR OTRAS PERSONAS O ENTIDADES DE
CONFIANZA, A TRAVES DE MENSAJES DE TEXTO O SMS, CON EL FIN
DE ENGANARNOS PARA QUE REALICEMOS UN PAGO, NOS
DESCARGUEMOS UN ARCHIVO INFECTADO O HAGAMOS CLIC EN UN

ENLACE MALICIOSO.
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VENTANAS O NOTIFICACIONES QUE SUELEN CONTENER
ORMACION O ANUNCIOS Y QUE APARECEN EN NUESTROS
PISPOSITIVOS. LO MAS COMUN ES QUE APAREZCAN CUANDO
NAVEGAMOS POR INTERNET EN FORMA DE PEQUENAS VENTANA , E
INCLUSO CONTENER ENLACES MALICIOSOS O ESTAFAS.
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SMISHING

PERSONAL.
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ATAQUE BASADO EN INGENIERIA SOCIAL, DONDE EL ATACANTE SE‘\
HACE PASAR POR UNA PERSONA QUE NO ES, LLAMANDONOS POR
TELEFONO E INTENTANDO QUE LE FACILITEMOS INFORMACION

J

POP-UPS

CHATS.
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CADENAS DE MENSAJES CON NOTICIAS O EVENTOS ALARMANTES
QUE NO PROVIEMEN DE NINGUNA FUENTE FIABLE Y SOLO BUSCAN
DESINFORMAR Y CREAR CONFUSION ENTRE LOS USUARIOS.ES Y
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