Test z bezpieczenistwa w internecie

Imig i nazwisko: Data:

1. Co powiniene$ zrobié, jesli ktos, kogo nie znasz, prosi Cie¢ o podanie hasta do Twojego
konta?

a) Podzieli¢ si¢ hastem, Zeby pokazaé, ze jeste$ uprzejmy.

b) Zignorowa¢ wiadomosc¢ i powiedzie¢ o niej rodzicom lub nauczycielowi.
¢) Podac tylko polowg¢ hasta, zeby by¢ bezpiecznym.

d) Zmieni¢ temat rozmowy.

2. Jakie haslo jest najlepsze do zabezpieczenia Twojego konta?

a) Twoje imig¢ lub nazwisko.

b) "123456" lub "hasto".

¢) Dhugie hasto z literami, cyframi i znakami specjalnymi (np. "Kot123!").
d) Data Twoich urodzin.

3. Co powinienes zrobié, jesli kto$ wysyla Ci wiadomosci, ktére Cig¢ niepokoja?

a) Odpisac¢ i zapyta¢, dlaczego to robi.

b) Zignorowac¢ wiadomosci 1 zachowac je dla siebie.

¢) Powiedziec¢ o tym rodzicom, nauczycielowi lub innemu dorostemu, ktoremu ufasz.
d) Usuna¢ wiadomosci i zapomnie¢ o nich.

4. Dlaczego nie powinienes spotykac¢ si¢ osobiscie z kims, kogo poznales$ tylko przez
internet?

a) Poniewaz moze to by¢ bardzo daleko i niewygodnie.

b) Poniewaz ta osoba moze nie by¢ tym, za kogo si¢ podaje, i moze by¢ to niebezpieczne.
¢) Poniewaz Twoi rodzice mogg by¢ niezadowoleni,

d) Poniewaz moze by¢ to nudne.

5. Co oznacza termin "cyberprzemoc'?

a) Uzywanie komputera do odrabiania lekeji.

b) Przemoc fizyczna, ktora dzieje si¢ w internecie.

¢) Krzywdzenie kogo$ za pomoca obrazliwych wiadomosci, zdje¢ lub innych materiatow w
internecie.

d) Gra w gry komputerowe, w ktorych jest duzo przemocy.
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